Quick Security based on simple type on data and objects has been added The Quick Security Type in the Object Property control the building of the roles. With a few roles can the complete NAV security be controlled. This is for Go-Live or when Segregation of Duties is not needed. A default value for the Quick Security Type of the NAV base objects is included.  The Fields “Data Role ID (Quick Security)”, “Data Read Role ID (Quick Sec.)”, “Data Super Role ID (Quick Sec)”, “Object Role ID (Quick Sec.)” and “Login Role ID (Quick Security)” create the roles. The new roles are being added during the normal setup wizard, for existing customers are the data upgrade process adding the roles.
It is now possible to update a single Login in Live like the Process for updating a single role has existed for a while.
Direct Integration for Logins and Roles has been added. This allows changing the data in Live without creating restore points. This is intended for test environments where fast testing is required. This must be activated in the Security Setup and Login Setup by checking the fields “Direct Login Integration” and “Direct Role Integration”. The field “Direct Int. No Restore Point” control if a restore point is created.
When adding a new recording is the process optimized to directly ask for the file name and update the role after adding the Recording.
Multiple Fields and Controls can now be added to Field Level Security Codes and Data Security Codes.
Multiple records in Object Properties can now be added from Object Information.
The User ID can now be used instead of the User Security ID when comparing Restore Points. The new field “Use User Name instead of SID” in the Security Setup controls this.
 The main Setup tables in Easy Security now have a “Created By User” and “Created Date Time”
The field “Remove Specific Table Perm.” In the Security Setup can be used to remove specific permissions for tables when Table 0 Execute is used as the default roles delivered with NAV Easy Security. The FlowFields in Recording and Traces are also showing the correct count. 
NAV 2013 and later: Terminology has been updated to match Microsoft’s change for this version. The main change is “Windows Login” -> “User”, “Role” -> “Permission Set”, “Role Permission” -> “Permission” and “Controls” -> “Actions”. But many other smaller improvements have also been made to simplify and make the application more consistent.
A single field “All Free Objects Role ID” is now used for the Object Level Security. A conversion integrated in the application allows moving the data around if consistent.  
A Data upgrade tool for the Security Setup and Field Level and Data Security Setup has been included. This move values in Fields in the Security setup to match the changes and other data changes. The Update Data can be launched from the Security Setup.
The code to check Roles that cannot be modified manually has been improved. The Lines on the Role Card is now not editable when the role is controlled by Easy Security. Inline Editing has been removed from roles that are editable directly in the Role Permissions
Code has been implemented to ensure translation is not breaking the install wizard.
The code for Minimum Login permissions has been restructured to allow to being used for the Quick Security too.
The Search for Limited License Permissions has been updated. Now is the search only looking for objects existing in the database. This remove the need for a limitation on the objects scanned that was in the Security Setup. 
The message when a company is not setup with NAV Easy Security has been improved.
The Setup Wizard has been updated to allow only the first module to be purchased.
The permissions added for the Minimum Login permissions have been updated to also include permissions needed in NAV 2015.
A new field “Segregation of Duties” in the Object property allows filtering for only those permissions in the Summary Permissions. When this field has a checkmark is Summary Permissions also calculated for this object, similar to the “Object Level Security” and “Limited License Object” fields.
The Easy Security Role Center has been updated to only include the often changed tables as Stacks.
A new Role Center for recording has been added. This Role Center have minimal amount of data being read when opening. This allow for capturing the proper permissions for all versions of NAV when the service tier is restarted before recording.
NAV 2013 and later: A few Flowfields was not calculating based on the right table. This has been corrected.
Summary Permissions can now be calculated for Live Database Logins, Live Windows Logins and Live Roles. This allow for verifying the current Live security in NAV too.
The functions to add Object Properties from Relations and Variables has been updated to have Quick Security too.
NAV 2013 and later: The Live Variable could be showing an error with text to text conversion when importing Source Code. This has been changed. 
New Flowfields has been added to the Role and Role Details for “Object Role Permissions”. The “System Role Permissions” flowfield is now available on the Role Detail too.
The Launching of objects now have a count of the objects launched in the final status.
The formatting of the SQL Trace Event has been updated to put the database name first. Sorting after importing a SQL Trace is now done by the database name first.
Improved testing on the Copy Data setup in the Field Level, Actions and Data Security Setup.
Many forms and pages have been optimized to remove un-necessary fields and in the setup pages implement Additional fields feature to remove rarely used fields.
A new page for the Field Level, Actions and Data Security Controls has been added to make a simpler look when adding controls/actions.
A new table “User Filter” has been added. This is working with many new Dynamics Filters in Data Security Code. 24 major dimensions in NAV can now be added to this table and allow filtering by User. The <blank> User ID can also be used to create a default like in the other Field Level, Actions and Data Security areas.
A message about using an undocumented feature has been removed when setting the DBM Table No. field in the Objects.
The Copy Data Between Companies screen has been improved to reduce confusion.
The Where-Used is now handling 0 objects properly too. The terminology for Where-Used has also been changed from “Where-used” to Where-Used” this caused changed to many forms and pages.
The “Roles and Login FactBox” and “Field Level, Actions and Data Security FactBox” has been improved with server information and counts of the data. This FactBox is now also available on the Security Setup and Field Level, Actions and Data Security Setup.
The Field “From Setup Company” has been added to some pages in Field Level, Actions and Data Security to show the user if the records are maintained from the Easy Security company.
The Field Level, Actions and Data Security Controls screen is now showing the code controlling the properties. This can be used to easily identify when custom code conflict with the Field Level, Actions and Data Security install engine.
The Default for the Restore Point Compare report is now Indented format.
The Function to Update Selected Roles in Live now have a confirm screen before processing.
A few errors in the Read Source Code when text got too long have been corrected.
Permissions added from Role Builder Permissions are now marked with a new Origin “Role Builder” by default. This allows a better overview of where permissions come from. It is also possible to check the Add Related Permissions without manually changing the Origin.
Logins can now be exported and imported. The Login and other related data must exist. New Users must still be created to normal way by using the standard NAV screen.
Multiple Permission Sets or Permissions Groups for multiple Company Groups can now be added to Multiple Logins.
A text was wrong when exporting Roles and Role Groups, this has been corrected.
The progress bar during export and import has been improved to show a reference to the data. Control characters are now changed to space (32) during export.
The Menu Item to write a Restore Point to Easy Security has been disabled. This caused confusion and was never needed to be done manually.
Elipsis has been updated on all MenuItems to ensure the user know if the MenuItem allow additions input.
Multiple Recordings can now be exported and imported.
Access Controls are now adjusted for Expiry Date when updating a Login.
A new field “No Sec. Filter in Summary Perm” in the Security Setup control if Security Filters are included in the Summary Permissions. This can be used to avoid problems when multiple Security Filters are used on the same table.
A new feature Permissions From has been added in the Summary permissions screen. This allow to see how a specific Permissions was added to a Login, Permission Set or Live Data.
NAV 2013 and later: The Change Log Entries can now be displayed from all the pages showing the Live data for Users, Access Controls, Permission Sets and permissions.
It is now possible to avoid changes to specific fields or actions on the pages for Field Level, Actions and Data Security. Use the function on the Controls page to insert the data to avoid the changes. It is necessary to “Delete Changes in Code” and the run the “Implement Changes in Code” to avoid error with missing variables or similar. This is only intended to be used in special cases to minimize the impact on the size of record sets and processing for very large pages. 
[bookmark: _GoBack]An Import (Add New Recordings) has been added to the Permissions Sets. It is now possible to import only added Recordings to existing Permission Sets.
Two new fields “No SQL Details on Import Recording” and “No Confirm on Import Recording” has been added to the Login Setup. These fields can be used to simply the import and adding of new recordings. 
